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Abstract

Since 2009, considerable progress has been done on Somewhat Homo-
morphic Encryption (SHE) Schemes, both in terms of software develop-
ment and hardware development. These software and hardware imple-
mentations mainly accelerate the polynomial multiplication, which ben-
efits to several elementary cryptographic operations like key generation,
decryption and homomorphic multiplication. However, due to the fact
that realistic security parameters have been unstable for a while, many
implementations, comprising recent ones, are based on wrong setups, im-
plying wrong estimation of speedup and wrong number of homomorphic
operations achievable. By merging recent attacks, this talk proposes to
clarify the situation of hardware acceleration of SHE schemes both in
terms of speed-up and realistic homomorphic operations achievable.
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